3GPP TSG SA WG3 (Security) Meeting #88Bis Adhoc	S3-17xxxx
9-13 October, 2017, Singapore	revision of S3-17xabc

Source:	Chairman of SA3
Title:	Key open issues
Document for:	Discussion
[bookmark: _GoBack]Agenda Item:	4.2

Privacy
1) SUCI calculation where to do it
2) NSSAI privacy  SA2 send LS
3) Raw public key provisioning in the USIM
4) Provision SUCI from home to visited
5) Privacy Control
6) Meeting LI Requirements
7) Temporary Identifier Handling (5G-GUTI)
8) Privacy Related Requirements
9) Privacy Schemes 

Interworking
1) Single-Registration mode (SR mode) UE  need to inform SA2 ASAP
2) MME impacts – security principles to be decided
3) Interworking with a legacy MME
3.1 Protecting the initial MM message with the current context of the target network
3.2 Generating a mapped LTE message from RR message for interworking with a legacy MME
1) Mapping of security context
2) Use of the anchor key to derive EPS context in 5G to 4G
3) Generating mapped context during a handover

AS security
1) UP security negotiation and activation
2) Granularity of the negotiation
3) Procedures for above and RRC
4) Requirements
NAS security
1) Multiple NAS security
2) State transition
3) NAS SMC procedures: 3

Secondary authentication
4) Whether via other route than UPF i.e. via NEF
5) MitM

Visibility & configurability
1) Visibility
a. It should be discussed, whether any other feature needs to be added. If yes, which features for 5G phase 1? 
b. Is this indication a display, API, and/or anything else?
2) Configurability
a. It should be discussed, whether any other features need to be added. If yes, which features?
